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PRIMARY WORD

Tel: 01604 883900

Events for week beginning 30th January 2023

Email - OfficeS0@brixworth.northants.sch.uk
Head Teacher - Neil Tyler

Weekday Time Event Venue Taken By
Monday 12.15-13.15 YR4&5 Home Learning Club Miss de Rossi’s Class Miss de Rossi
15.30- 16.30 Freestyle Soccer Field Mr Jones
15.30- 16.15 Selected YR3&4 Dodgeball Main Hall Mrs Devereux/Miss Rigby
Practise
Tuesday 09.00 - 11.30 YR4 Samba Drumming Small Hall YR4 Teachers
15.30-16.30 Running Club Field Mrs Devereux/Mrs Varrier/Miss Rigby
18.15-20.00 Taekwon-do Main Hall Mr Bonfield
Wednesday 08.30 - 08.50 Selected YR3 Reading Club  Library Mrs Marsh
08.45-12.00 YR6 Synagogue Trip Leicester Synagogue Year 6 Teachers
12.15-12.35 YR4 Worship Team KS1 Activity Area Mrs Stiles
12.30 - 13.15 YRG6 Revision Club Year 6 Classrooms Mrs Burton
12.50 - 14.00 Woodwind Library Miss Gunn
15.00 - 18.00 YR4&S5 Dodgeball Competition Moulton School Mrs Devereux/Mrs Varrier/Miss Rigby
15.30-16.30 YR3&4 Atomic Science Miss Stockbridge/ Atomic Tom
Mrs Burrage’s Class
Thursday  08.45-12.00 YRS Synagogue Trip Leicester Synagogue Year 5 Teachers
10.30 - 11.30 ' YR2 Candlemas Service All Saints Church Year 2 Teachers
09.00 - 12.40 Guitar Library Mr Smith
12.30 - 13.15 YRG6 Revision Club Year 6 Classrooms Miss Longley
12.50 - 13.15 Year 2 Choir Mrs Walter’s Class Mrs Walter/Miss Fortnum
15.30-16.15 KS2 Choir Main Hall Mrs Marsh/Mrs Varrier/Mrs Devereux
15.30- 16.30 Freestyle Dodgeball Playground Freestyle
17.30 - 19.45 Taekwon-do Main Hall Mr Bonfield
Friday 08.30 - 08.50 Selected YR3 Reading Club  Library Mrs Marsh
09.00 - 10.20 Violin & Cello Library Mr Ebrahim
12.45 - 15.00 Selected YR6 Swimming The Mounts Miss Bond/Miss Hope
15.30 - 16.30 Freestyle Dodgeball Field Freestyle
Sunday 10.30 - 11.30 Brixworth Community Main Hall Rev Andy Lloyd Williams
Church - Informal Service
CANDLEMAS SERVICE

We would like to say a huge congratulations to

Baby News

Mrs Roberts and her husband on the
birth of their beautiful baby girl, born
on Tuesday 24th January. Both Mrs
Roberts and baby are doing well.

-7

The year 2 pupils would like to invite

e YOU to their Candlemas service being

held at All Saints Church on Thursday
2nd February at 10.30am.

If any parents are able to accompany the
children walking to and from the church that
morning please can you inform your child’s

teacher.
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Assembly Theme Week Commencing 30th January 2023
Fruit of the spirit

Congratulations to the following children who have won awards for consistently
upholding one or more of the school values.

Respect Aspiration
Jack T Thomas G
Thomas S
Excellence
, Hanley B
Loki E .
) Evie W
Louie M lsaac N
Daniel B

Praise Letters

Congratulations to the following children for receiving a praise letter from their teacher:

James C, Theo N, Brooklyn D, Owen H, Max E, Amelie R,
Florence P, Piper dR, Zachary G, Freddie E, Kyla R,
Lily R, Jack S, Charlie T, Jake B

Z . z z ’ P . 7._, ! |
We would like to share with you some before and after
images of Lottie J' hair. Lottie, year 2, very kindly decided
she wanted to donate her hair to the Little

Princess Trust. Lottie said “lI wanted to give my hair to
people who have cancer because they have to take a
medicine that makes their hair fall out so | cut my hair to
be made in to a wig for them.”

Well Done Lottie for being so kind and thoughtful.
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At National Online Safety, we belleve in empowering parents, carers and trusted adults with the information to hold an informed conversation about online safety with their children, should they feel
itis needed. This guide focuses on one of many issues which we belleve trusted adults should be aware of. Please visit www.nationalonlinesafety.com for further guldes, hints and tips for aduits.

12 TopiTipsifor;
BUILDING CYBER
- RESILIENCE AT HOME

As a society, we're increasingly using technology and tech services in the home. leoadmmwhieheanod]unmo
heating or turn lights on and oﬂ' m:umlng services for shows and movies on ; games consoles; smart
speakers; phones; laptops ... the list goes on. As we introduce each new gizmo to our homes, however, we increase
the level of threat from cyber criminals. It's essential, therefore, that we learn to become more cyber resilientin
relation to the devices and digital services that the people in our household use. .

WHAT IS ‘CYBER RESILIENCE?’

e O o Cyber resilience focuses on three key areas: reducing the likelihood of a ¢
X, attack gaining access to our accounts, dovicos or data; reducing the poten Hal
_ impact of a cyber mcident and making the recovery from a cyber attack easier,
. hould we ever fan victim to one.

—

1. PAS
ANDLESSPREDICTABLE

The longer, less common and
predictable a password Is, the

more difficult [t becomes for cybor
criminals to crack. The National

Security Centre’s ‘three random

words’ guidelines are ideal for
creating a long password which Is
easy to remember but hard to guess.

2. AVOID RE-USING
PASSWORDS

When y:#' use mlam password
across differe ns,
resilience Is only as nrom T:'
security of the weakest site or service
ou've s up for. If cyber
crlmlncll gain access your username
uword for one site or service,
definitely try them on others.

3. USE A PASSWORD_ &
MANAGER

A good le diff

pogsswowrzylg lc“\'lgo?y site :r.sr:rvlce

you use I to have o password

manager. Thl:‘lt;iofmre lgnt:‘un

Yimply need to remember the master
Boenod ora Koaporars o
excellent password managers.

4. BACK UP YOUR DATA
Onedrive, Google brive or another

r table cloud-based storage
ution. If it's extremely important or
information, you could even
docido to k more than one
back-up version - by saving itto a
removable USB drive or sl r device,
for example.

S. ENABLE MULTI-FAC !8!2
AUTHENTICATION (MF.

Multl factor authentication is
u need access to your -
receive a code, for
or another source to
your identity. This makes it

far more dlfflcult for cyber criminals
to gain entry r accounts and
your dmn, even they do manage to
get your username and password.

%

6. CHOOSE RECOVERY
QUESTIONS WISELY

Some services let set ‘recovery
questions’ ~ auchmuyour birthplace
or a pet's name - in case you fo
r password. Take care not to use
'ormation you might mentioned
or are Ilkeeizuto I"ble we b
More u ctable answers e r
Inor'unk far harder.

Meet Our Expert

Gary Hend
having previo
Lost. With o po
believes it s esse

the risis associated with & ogy, s well as the morry benefits.

o

on social media.

A\ 4

ber criminals commonly use
various methods, including emails,
text messages and soclol media
ts. Be cautious of ai
sts that are out out of t otdh\&y
noma}h to belfl{ue
or emphasise ur?oncy even
R :ppeor to come from someone yohzy
: NOW.,

11. KEEP HOME ’
DEVICES UPDATED

Downlood official software updates

lour household’s mobile phones,
consoles and other

In l-enubled devices r arly.

Security Improvements and fixes are

a key feature of these updates - so
ensuring each device is running

the latest version, you're making

them more secure.

10. CHANGE DEFAULT
IOT PASSWORDS

?w from the ‘Internet of Things’
such as ‘'smart’ home
‘ances are often supplied with
pouwofds. This makes them

® quicker to set up, but also less secure
= criminals con Identify these
standard passwords more easily, so
change them on your loT devices as

wonolponlble

P \
9. CHECKFOR .
BREACHES

You can check if ?ouonal
Information has nvolved in any
known data breaches by entering
your emall address at
www. hay:lboen n'zd .com (yes, that
correct!), It's useful if you're
mrrm about a possible cmocky or
simply as motivation to review your
account security.

8. KEEP HAVING FUN
WITH TECH

Consider our tips in relation to
the gadgets and online services your
house! uses. Protect yourself and
your family, and don't lef the bad
evices are not only
ntegral to modem life but also a lot
of fun - so as lon you keep safety
and security in gnd, don't stop

! enjoying vour tech.

Online
Safety
HWakeUpWednesday

.

1. SET UP SECONDARY
ACCOUNTS

Some services provide the

g facility to add secondary

accounts, phone numbers and

s0 on to help with potentially recovering

(our account. Make :um Kguvl“' these up: win:
will be

vital if trouble
Ioggr‘x'?lnorﬂ retrylngtowkebock
of your account after a cyber

SOUICE: WWW NCEG GOV ukfcollecton/top - bps-for staying-secure-onlinefthree-random-word | https//haveibeenpwned com

@ www.nationalonlinesafety.com

Y @natonlinesafety

n [NationalOnlineSafety @nationalonlinesafety

Users of this guide do so at their own discretion. No liability is entered into. Current as of the date of release: 26.01.2023

12. STAY SCEPTICAL ()}




